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A zárthelyi dolgozatokat a megadott időpontban lehet megírni ill. a következő órán lehet javítani. Esetleges pótlására csak a hiányzást követő első órán az orvosi igazolás bemutatása után van lehetőség. Aki a zárthelyin puskázik 0 pontot kap a dolgozatára.

Írásbeli vizsga a vizsgaidőszakra meghirdetett időpontokban.

Értékelés:

1. 0–59 %

2. 60-69%

3. 70-79%

4. 80-89%

5. 90-100%

Az írásbeli vizsga kiváltható a kiadott gyakorlati feladtok bemutatásával.

A félév tervezett témakörei: a kiosztott tanmenet szerint.

**A tantárgy célkitűzései:** A tárgy célja a hallgatók bevezetése az informatikai rendszerek tipikus biztonsági problémáinak és azok elhárítási lehetőségeinek témakörébe.

Témakörök

Általános bevezető az informatika biztonságba

• Alapfogalmak

• A legfontosabb biztonsági alapelvek

• A biztonság összetevői, az információvédelem és az informatikai biztonság.

• IT biztonsági oktatás és tanúsítványok

• Megelőző intézkedések

A számítógépes hálózatok biztonsági kérdései

• E-mail és web biztonság.

• Vírusok és egyéb számítógépes visszaélések, fenyegetések és támadások.

• A fontosabb kommunikációsés authentikációs protokollok.

• Néhány fontosabb biztonsági hiba és elkerülése

• Hálózati támadások típusai.

• Tűzfalak típusai, tulajdonságaik

• Az infrastruktúra felépítése hálózati a határvédelem tervezése

Operációs rendszerek biztonsági kérdései

• Speciális védelmi rendszerek

• A Linux biztonságos telepítése és üzemeltetése

• Webszerver biztonságos telepítése és üzemeltetése

Kriptológia alapok/ Titkosítások

* Alapfogalmak
* A legfontosabb titkosítási alapelvek
* A titkosítási algoritmusok családfája
* A szimmetrikus (egykulcsos) titkosítási algoritmusok működése:DES, 3DES, AES.
* Az aszimmetrikus (két kulcsos, nyílt kulcsú) algoritmusok működése, DH, RSA
* A Diffie-Hellman kulcsleosztási protokoll megértése
* Az RSA-algoritmus
* Digitális aláírás és nyílt kulcsú titkosítás RSA-val
* Tikosítások gyakorlati alkalmazásai : VPN,SSL/Tls, SSH, IpSec megoldások működésének áttekintése.
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